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1. Introduction

2. Purpose of Document

3. General Description of Operational Capability

This section provides a summary of the mission requirement and desired operational capability of the new system.

a. Summary of Problem / Need

b. Overall Mission Area

c. Current Hardware and Software Configuration

	Hardware

	
	

	
	

	
	

	
	

	Software

	
	

	
	

	
	

	
	

	Communications

	
	

	
	

	
	

	
	

	Workstations

	
	


d. System Functional Scope

e. Enterprise Architecture & Maintenance Strategy

4. Capabilities Required 

This section describes the required capabilities and associated measures (including objectives and thresholds) for the system, information exchange, logistics and readiness, and other characteristics of the System.  Key Performance Parameters (KPPs) are identified and discussed.

f. System Performance Parameters

Overall top-level KPPs for the new System: [Includes examples]

	Key Performance Parameters
	Top-Level Metrics
	Threshold
	Objective

	Interoperability
	
	
	

	Security
	
	
	

	Customer Satisfaction
	
	
	

	Cost of Operations
	
	
	

	Sustainability
	
	
	

	Compliance
	
	
	


g. Functional/Business Performance

Primary performance parameter for functional performance:

	Functional/Business Performance Parameters
	Metrics
	Threshold
	Objective

	
	
	
	


h. Technical/System Performance

The technical performance requirements include general requirements, on-line processing, connect response time, workstation response time, help functionality, on-line historical information, and data and meta-data. [Includes examples]

	Technical/System Performance Parameters
	Metrics
	Threshold
	Objective

	Availability
	
	
	

	Maintainability
	
	
	

	Supportability
	
	
	


.

i. Information Exchange Requirements 

[System Interface Descriptions]

j. Information Assurance & Security

· General Security
· Computer Network Defense (CND
· Communications Security 

· Applications Security 

· Physical Security

k. General Security 

l. Communications Security

m. Applications Security

Program Support

This section describes the program support objectives for the System.  

n. Maintenance Planning

· Software maintenance 

· System maintenance

· Hardware maintenance

· Business process

· Significant emerging requirements

o. C4I/Standardization, Interoperability, and Commonality

p. Training, Knowledge Transfer & Change Management Requirements 

5. Current System Users

6. Schedule Requirements & Considerations

Appendix A:
Reference Documents

Appendix B:
Functional Requirements

Legend:

· C = Critical

· E = Essential

· N = Non-Essential
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Appendix C:
System Technical Requirements

This appendix details the system or technical requirements determined as critical for the new  System.  

The technical requirements in this appendix include the following:

· General requirements, 

· On-line processing, 

· Connect response time, 

· Workstation response time,

· Help functionality,

· On-line historical data, and

· Data and meta-data. 

General Requirements

	General Requirements
	Capabilities

	Site Support
	

	User Support
	

	Transaction Volume Support: Order Fulfillment
	

	Transaction Volume Support: Inquiries (user, customer, management)
	

	Report Generation
	

	System Updates
	

	Surge Capability
	

	Remote Access
	

	Remote Browser Based Access
	


On-Line Processing  

The system must be able to mitigate the factors listed below in order not to degrade on-line system processing performance below the relevant performance requirements.

Connect Response Time

Connect response time is the time between when a user selects a process and when the selected processing capability is available at the user’s workstation.  It is also the metric associated with Availability.  Connect response time is measured after the user has successfully logged into the system.  Connect response time threshold is based on existing capabilities. 

Workstation Response Time

Workstation response time is the time between initiation of processing at the workstation until the completion of the screen display containing the transaction data or information.  This section covers the following subsections: routine transactions, non-routine transactions, simulation and marginal analysis algorithms, and batch processing. 

Routine Transactions—Routine transactions include requests for standard reports and retrieval of files less than a megabyte from a source on the local area network.  Routine transactions involve minimal computations and access of small amounts of readily available data, that is, on the local network.  Workstation response time for routine transactions will be at the industry standard (sub-second).

Threshold:  

Objective:  

Non-routine Transactions—Workstation response time for non-routine transactions such as retrieval of files larger than a kilobyte from sources outside the local area network (LAN), retrieval of archived data, and retrieval of graphics data, will be at the industry standard (30–45 seconds).

Threshold:  

Objective:  

Mass Update (Batch) Processing that updates the entire system.  Examples of updates include software code changes, and changes to templates and boilerplates.  Mass batch processing is executed during noncore business hours.

Threshold:  

Objective:  

Help Functionality

The system will provide the following functions:

· Be menu-driven and provide intuitive navigation, and

· Provide an on-line help capability.

On-Line Historical Information

The system will provide the optimum tradeoff between on-line operational data system and data-warehouse archived data. 

Data and Meta-data

The system will support the following data management requirements:

· Data management and access,

· Tools to segment database,

· Tools to load and maintain data segments,

· Shared data segments,

· Mission-specific data segments, and

· Data extraction and cleansing.

Logistics and Readiness Performance

Computer Network Defense (CND).  Security objectives include the following:

· Discretionary Control. An individual user, or program operating on the user's behalf, is allowed to specify explicitly the types of access other users (or programs executing on their behalf) may have to information under the user's control.
· Confidentiality.  Only personnel with proper authorization and need-to-know status shall be allowed access to data processed, handled, or stored on AIS components.  The system contains information that requires protection from unauthorized disclosure.  This information includes financial information and privacy information about all members of the user community.

· Integrity and Authenticity.  Unauthorized personnel shall not be able to create, alter, copy, or delete data processed, stored, or handled by the system.  Some information transactions require two-person control in the handling of that data and its input in order to ensure integrity. 

· Accountability.  Accountability shall be to the individual level.  All unsuccessful accesses to the system and modifications to document files (by either authorized or unauthorized users) shall be audited from a security perspective. 

	Metric
	Threshold
	Objective

	Discretionary Control
	
	

	Confidentiality 
	
	

	Integrity and Authenticity
	
	

	Accountability
	
	


· Usability.  Usability answers the question: Do the help functions, human interface features, system manuals, and training provide adequate information to enable a typical user to employ the system?  Usability can also be measured in terms of Customer Connect Time, the time between when a user selects a process and when the selected processing capability is available at the user's workstation.  Connect response time threshold will be at the industry standard (subsecond).  Usability can also include Workstation Response time, which is the time between initiation of processing at the workstation until completion of the screen display containing the transaction data or information.  

	Metric
	Threshold
	Objective

	Customer Connect Time, expressed as percent of the time system meets threshold and objective
	
	

	User Satisfaction Rating
	
	

	Workstation Response Time expressed as percent of time response time complies with contracted standards
	
	


· Reliability.  Reliability answers the question: Does the system protect the integrity of data files and provide a consistent level of service with consistent results?  The threshold and objectives are the industry standards.  Reliability includes the following metrics:  

	Metric
	Threshold
	Objective

	Site Failures per quarter, expressed as percent of the time system meets threshold and objective.
	
	

	Data Integrity
	
	

	Automatic Recovery excluding failures that preclude an automatic recovery.
	
	

	Re-input of On-line Transactions
	
	

	Availability of guaranteed backups
	
	


· Availability.  System Availability is the percent of the time that the system, excluding scheduled downtime, is available for use.

	Metric
	Threshold
	Objective

	Percentage of time that the system, excluding scheduled downtime, is available for use.
	
	


· Maintainability.  Maintainability is the ability to restore the system to an operational status after operational mission failure has occurred. 

	Metric
	Threshold
	Objective

	Elapsed time for work-around/fix for break in operational performance capability.  Metric expressed in percentage of time the elapsed time complies with threshold and objective.
	
	

	Mean time for restoration of a function to fully operational from an interruption of a mission essential capability.  Metric expressed in percentage of time the elapsed time complies with threshold and objective.
	
	


· Supportability.  Supportability answers the question:  Are the resources available to easily modify system/business activities, update reference data, upgrade hardware and software, and perform system maintenance?

	Metric
	Threshold
	Objective

	Percent of time trained system personnel are available to perform routine system administrative tasks, such as adding new users, changing passwords, updating procurement clauses, adding forms, operational data, customer information, and all set up files, on a routine basis. 
	
	


	Percent of time trained personnel are available and able to recover data, identify/fix corrupted tables, monitor database log files, add/delete fields within tables, adjust database configuration to optimize performance.
	
	

	Percent of time within the contracted envelope that skilled contract/technical support personnel are available to assist in any function beyond those performable by on-site Government personnel. 
	
	


Appendix D:
Functional Requirements Traceability Matrix

The detailed system requirements listed in this appendix are the functional outcomes derived from the scripted demos used to evaluate commercial software products.  These detailed functional outcomes have been incorporated into the System design that provides a more complete and testable description of each outcome.  The functional outcomes were re-indexed (as annotated in the second column of this table) July 7, 2001 to match the functional realignment caused by the reengineering involved with the BSM blueprint.  This appendix maps the functional operational requirements to the overall operational objectives to validate the functional requirement.

[This section is not completed until post system design]





[Insert Operational Objectives as column heading below]
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Appendix E:
Functional/Business Performance Measurement

This appendix describes the business/functional performance measurement. The mapping of  Performance Metrics to the KPPs and required capabilities is expanded here to provide a detailed description of the metrics.  The rationale for use and applicability, as well as the intended progress from the established baseline to the identified thresholds and objectives, is provided for each metric. 

	Key Performance Parameter - Interoperability

	Metric


	Required Capabilities
	Rationale

	
	
	

	
	
	Baseline


	Metric

Threshold


	Metric

Objective

 
	Data Source



	Key Performance Parameter - Security

	Metric


	Required Capabilities
	Rationale

	
	
	

	
	
	Baseline


	Metric Threshold


	Metric Objective


	Data Source




	Key Performance Parameter - Customer Satisfaction

	Metric


	Required Capabilities
	Rationale

	
	
	

	
	
	 Baseline


	Metric

Threshold


	Metric

Objective


	Data Source




	Key Performance Parameter- Customer Satisfaction

	Metric


	Required Capabilities
	Rationale

	
	
	

	
	
	Baseline


	Metric

Threshold


	Metric

Objective1

	Data Source




	Key Performance Parameter - Cost of Operations

	Metric 
	BSM Required Capabilities
	Rationale

	
	
	  

	
	
	Baseline


	Metric

Threshold


	Metric

Objective


	Data Source



	
	
	

	
	
	Baseline


	Metric

Threshold


	Metric

Objective


	Data Source




	Key Performance Parameter - Sustainability

	Metric


	Required Capabilities
	Rationale

	
	
	

	
	
	Baseline

 
	Metric

Threshold

 
	Metric

Objective


	Data Source




	Key Performance Parameter - Compliance 

	Metric


	BSM Required Capabilities
	Rationale

	
	
	.

	
	
	Baseline


	Metric

Threshold


	Metric

Objective


	Data Source




Appendix F:
Technical Requirements Traceability Matrix

This appendix maps the technical operational requirements to the overall operational objectives.  The purpose of this mapping is to validate the technical requirements.

[This table is completed post system design

	Technical Requirements
	Required Capabilities

	
	
	
	
	
	
	
	
	

	SYSTEM REQUIREMENTS
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	LOGISTICS & READINESS
REQUIREMENTS
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	OTHER SYSTEM CHARACTERISTICS 
REQUIREMENTS
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	


Appendix G:
Recovery Operations Requirements

Appendix H:
Information Exchange Requirements Matrix
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